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Thanna Vickerman

1760 Easterly Terrace
Llos Angeles, CA 90028

March 18, 2004

FCC Chairman Michae! Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 204554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatjon services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackars and thieves or
even rogue government agents to access our personal communications. Pact
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urce you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Thanna Vickerman
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George Watts
433 Sterling St., N.E.
Atlanta, Gecrgia 30307

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Interpet telephone companjes to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by tryving to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process tno alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our personal communications. Past
efforts to provide this sart of backdeor access have not hesn successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppcose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

George Watts
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Ben Carlson

1227 Guerrero
San Francisco, CA 34110

March 18, 2004

FCC Chairman Michael Powell
Federal Cemmunications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concernad individual, I am writing to express my ppposition to the
Department of Justice s reguest that all new Internet communicaticn services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying tc force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
goyernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal cammuhications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus sucggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Ben Carlsaon
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Jascha lLee

395 Bohnen Road
Santa Cruz, A 395065

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition tc the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our persaonal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

once zgain, I urge you to oppose the dangerous suagdestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Tascha Lee
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John Pulliam

3430 COmpass Dr
Frisco, Tx 75034

March 18, 2004

FCC Chairman Michar? Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a8 concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI tao conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the governmant requiring all
new homes be built with a peephole for law enforcement ta Took through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process te alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal <ommunications. Past
efforts toc provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

CGnce again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Tohn Pulliam
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Michael Nielsen

142 Bridgeview Dr.
San Francisco, CA 94133

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Cchajrman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement te look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our persgnal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I jook forward to hearing your thoughts on this matter.

Sincerely,

Michael Nielsen
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avis Bullard
7115 Allison St.
Landover Hills, Mb 20784

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiens Commission
445 12th Street -SW

Washington, DC 20554

FC{ Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services ke
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this regquirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources Tike phone campanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you te oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Mavis Bullard
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0scar Rex

FOBOX 154
Kootenai , Idaha 83840

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone caompanies to allow
the FBI to conduct surveillance, The Bl is qgoing far heyond these existing
powers by tryving to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FEI can collect information between sources 1ike phone companies and data
sources like e-majl. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
BvENn rogue government agents to access cur personal communications. Past
efforts to provide this saort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urce you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Oscar and Sharron Rex



Weld 29 Mar 2004 []_5:15:23 PM EST P.
Daniel S. Perry

3301 43rd Ave SE Apt A
Olympia , WA 58501

rn

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
reguite Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to losk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries faor how
the FBI can collect information hetween sources like phone companies and data
sources like e-majil. The FBI s aggressive and expansive reading of the law
would bypass the legisliative process to alter that careful balance.

1 understand that by requiring a master key to our persecnal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. pPast
efforts to praovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts aon this matter.

Sincerely,

Daniel S. Perry
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Potasznik

247 East 77th Street
NY, NY 10021

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal <ommunications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

F. Potasznik
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t gquigly
100 washington
phoenix, az 85001
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, D¢ 20554

FCC Chairman Powell:
As a concerned individual, T am writing to express my opposition to the
Department of Tustice 5 request that all new Internet communication services be
required to have built—in wiretappina access.
Stop Asscroft!?
Stop Michael Powellt!
Get their filthy hands off the Internet!!
These two creeps are destroying our democracy!
Send them tno Irag in unifarm — give them something praductive to do!

An Angry Arizonan!:

I'm serious

t guigly
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Deborah Veres

240 Alemeda Dr. #2711
Palm Springs, f1 33461

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washingtan, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justic<e s request that all new Internet caommunication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane <ompanies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually huild its systems arcund
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up bhoundaries for how
the FBI <an collect information betwesn sources 1ike phone companies and data
sources jike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
EVEN rogue gqovernment agents to access our personal <ommunications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerocus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Deborah VYeres
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renee kogel
5221 moya
laguna woods, CA 92853

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individugl, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers by trying to force the industry to actuaily build its systems arcund
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can <ollect infarmation between sources like phone companies and data
sources Jike e-mail. The FBI s agaressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our rew Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

renee kogel
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Carl Solar

13300 indian rocks rd
largo, FL 33774

March 18, 2004

FcC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communic<ation services he
required toa have built-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies tc allow
the FBI to conduct surveillance. The FRI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to Took through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the JTegisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications. Past
efforts to proyide this sart of bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tuystice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Carl Solar
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Alicia Bakowski

3224 Timmons Lane
Houston, TX 77027

March 18, 2004

FCC Chairman Michaerl Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt js the eguivalent of the government requiring all
hew homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end—-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect infaormation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisliative process to alter that careful balance.

I understand that by regquiring a master key to cur personal communications, the
gavernment js creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
onty created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Alicia Bakowski
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Peter C. Reilly and Ms. Maureen A. Flannery

318 Jackson Street
Berea, KY 40403

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 i2th Street SW

Washington, DC 20554

FCC Chajrman Poweil:

As a concernec individual, I am writing to express my opposition to the
Department of Tustice 5 request that all new Internet communication seryices be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to alliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry toc actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to lock through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phcne companies and data
soyrces 1ike e-mail. The FBI s asgressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by reguiring a master key to cur persanal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppaortunity for hackers.

Once again, I urge you to oppese the dangerous suggestion of the Department of
Tustice that our new Internet communicatian technologies should have built—in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Peter and Maureen
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daniel penunuri

9134 walnut st.
bellflower, ca 30708

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not bhelieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1is geing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring all
new homes be buiit with a peephcle for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative nrocess to alter that careful balance.

I understand that by requiring a master key to ocur personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogque government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful andg
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Teok forward to hearing vour thoughts on this matter.

Sincerely,

Concered American
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Murray Sampson

1505 Orchard St #8
tugene, GR 87403

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Cchairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of TJustice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the F¥BI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone comparies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal caommunications, the
government is creating the very real potential fer hackers and thieves or
EVen rogue government agents to access our persanal communications. Past
efforts ta provide this sort of backdoor acc¢ess have not been successful and
only created a rich opportunity for hackers. '

Once again, I urge you to gppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Murray Sampson
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Joe Williams
5203 Woodrow Ave
Austin, T¥ 78756

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet <ommunication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavescropping. It is the equivalent aof the government reguiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. tawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information betwesen sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
govarnment 15 creating the very real potential for hackers and thieves or
even rague government agents to access our personal communications. Past
efforts to provide this sort of backdecor access have not heen successful and
only created a rich opportunity for hackers.

Once again. I urcge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dr. Joseph Williams
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164 18 43 avenue <7
flushing, Ny 11358

March 18, 2004

FCC Chairman Michael Powel]l
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet caommunication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can c¢ollect information between sour<es 1ike phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sort of hackdaor ac<cess have not heen successful and
cnly created 3 rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technslogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jahn z
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Robin Stalbaum

11920 Chandler Blvd #112
VYalley village, CA 31607

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washington, BC  2D554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to ¢onduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI canm coliect information between scurces 1ike phone companies and data
sources like e-majil. The FBI 5 agaressive and expansive reading of the law
would bypass the legislative process to alter that careful! balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge vou ta oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies should have built—in
wiretapping.

I look ferward to hearing your thoughts on this matter.

Sincerely,

Robin Stalbaum
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Cwyhee Welkel—-Magden

1100 NE Myrtle #2
Pullman, WA S3163

March 18, 2004

FCC Chatrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requiremant represents an end-run around
Congress. Lawmskers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our psrsonal communications, the
government is creating the very real potential for hackers and thieves cr
eyven rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdoor ac<cess have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Owyhee Weikel-Magden
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M.E. LOHMEYER

8812 THREE CHOPT ROAD, #I
RICHMOND, VA 23229

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my gppasition to the _
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding Taws already
require Internet Service Providers and Internet telephone companies tao allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be bhuilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-maii. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
goverrment is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing yvour thoughts on this matter.

Sincerely,

M.E.LOHMEYER
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Lacey McCaustiin
6125 Blue Stone Avenue
Harrisburg, PA 17112

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
rnew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive anc¢ expansive reading of the law
would bypass the Tegislative process to alter that carefu?l balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technolodies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Truly,

Lacey M. McCauslin
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Gary Titus

B480 Leona Street
Oakland, California 94605

March 18, 2084

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Wazshington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies ta allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Jaw enforcement to look thrsugh.



